
Soltra
Licensing Options

Soltra can act as a publisher, receiver, and router of STIX/TAXII based threat information. It creates 
a repository of threat data, and offers powerful search, filtering, and tagging options to make 
research easy. By easily integrating with other security applications and devices, Soltra is designed 
to dramatically reduce the time it takes for security teams to identify a threat and take action to 
mitigate it.

Soltra has several licensing options available to accommodate organizations of 
varying sizes.

Soltra®, powered by Celerium®, is a revolutionary platform 
that enables users to identify, manage, share, and automate 
the remediation of cyber threats.

Large 
Enterprise:

•	 Intended for 
organizations with 
revenue greater 
than $15 billion. 

•	 Includes 6 
instances of Soltra 
as well as all plug-
ins

•	 Includes Mission 
Center Premium for 
up to 50 users

•	 Access to 24/7 
support, with 6 

points of contact

Medium
Enterprise:

•	 Intended for 
organizations with 
revenue between 
$1 billion and $15 
billion

•	 Includes 5 instances 
of Soltra as well as 
all plug-ins

•	 Includes Mission 
Center with one 
feature pack for up 
to 50 users

•	 Access to 24/7 
support, with 5 
points of contact

Small Enterprise 
and Communities:

•	 Intended for 
organizations with 
revenue less than 
$1 billion

•	 Includes 3 instances 
of Soltra

•	 Access to 24/7 
support, with 3 
points of contact

•	 35% discount on 
Mission Center if 
purchased with 

Soltra

Standard:

•	 Intended for small 
security teams or 
individuals

•	 Allows users to 
send and receive 
threat intelligence 
from any number of 
sources

Limited
 Edition (LE):

•	 Provides the 
ability to consume 
incoming data 
feeds

•	 Intended for the 
purpose of product 
evaluation or as a 
means of reviewing 
and staying 
current with threat 
intelligence

L M S SD LE



Unlimited Incoming Feeds

DHS AIS Two Way Sharing

DHS Refeed

DHS FedGov Compatibility

Unlimited Outgoing Feeds

Services Description

Receive feeds from your security applications 
and devices, communities, government, 
vendors, partners, and peers

Bi-directional sharing with the DHS AIS feed

Receive the DHS AIS feed data through 
Celerium

Fully compatible with DHS FedGov feed 
markings (accessible to authorized organizations 
only)

Create feeds to send data out to your security 
applications and devices, communities, 
government, vendors, partners, and peers

Email Intel Mailing List plug-in

CSV Indicators Plug-in

LDAP Plug-in

Non-STIX Data Sources Plug-in

API Support

Services

Extracts IPv4 IP addresses, URLs, email 
addresses, and file hashes (MD5, SHA1) from 
an email account

Enables the conversion of indicators in a CSV 
file to STIX

Enables user authentication against a remote 
LDAP server

Enables polling of data from RSS, CSV, JSON, 
text, and other non-STIX sources and adds 
related functionality to Soltra

Programmatic access to read and write data in your 
Soltra system. Manage users and query STIX data 
from a RESTful interface in both JSON and XML

Soltra Edge 
Features:

Use plug-ins to 
streamline your work



Description

Receive feeds from your security applications 
and devices, communities, government, 
vendors, partners, and peers

Bi-directional sharing with the DHS AIS feed

Receive the DHS AIS feed data through 
Celerium

Fully compatible with DHS FedGov feed 
markings (accessible to authorized organizations 
only)

Create feeds to send data out to your security 
applications and devices, communities, 
government, vendors, partners, and peers

Description

Extracts IPv4 IP addresses, URLs, email 
addresses, and file hashes (MD5, SHA1) from 
an email account

Enables the conversion of indicators in a CSV 
file to STIX

Enables user authentication against a remote 
LDAP server

Enables polling of data from RSS, CSV, JSON, 
text, and other non-STIX sources and adds 
related functionality to Soltra

Programmatic access to read and write data in your 
Soltra system. Manage users and query STIX data 
from a RESTful interface in both JSON and XML

Data Sharing:
Share cyber threat 
intelligence both 
inside and outside 
your network



Commitment to security:
Like all Celerium solutions, Soltra is protected by our commitment to security. Celerium will never 
use, analyze, or sell customer data. Multifactor authentication is available for both Soltra and Mission 
Center.

Ready to see Soltra in action?
To schedule a demonstration and learn more about how Soltra can help you defend your organization 
at the speed of threats, please contact our sales team at info@celerium.com.

Celerium protects critical industry sectors and their members by augmenting and leveraging cyber 
threat intelligence to more actively defend against cyber threats and attacks. Celerium’s flagship 
solution, Cyber Defense Network, is a unique community collaboration experience combining 
communities, processes, and underlying technology to accelerate defensive actions for its 
members. Celerium powers government agencies, enterprise risk management teams, and the 
next generation of information sharing organizations, including ISAOs and ISACs.

 Learn more at www.celerium.com.

Contact Sales : info@celerium.com
USA  & Rest of World: +1 877 624 3771

Start-up Coaching

Response Time

Users Setup

Upgrade Assistance

Services Description

Coaching via web conference to get 
started

Turnaround time based on severity 
level

Assistance creating users and 
permissions

Soltra support for new release 
upgrades

Additional Instances

Celerium Hosting

Services Description

Additional instances available

Celerium offers the option of a 
hosted community or private 

Optional Services: Make Soltra work for you in the best way possible

Technical Support: Get the help you need to work effectively


